# E-mail di phishing simulata: Problema con il tuo accesso alle partite in streaming

Oggetto: Problema con il tuo accesso alle partite in streaming  
  
Gentile Utente,  
  
Abbiamo rilevato un problema con il tuo account utilizzato per accedere alle partite in streaming tramite il servizio DAZN. Questo problema potrebbe essere dovuto a:  
- Utilizzo non autorizzato delle credenziali.  
- Mancato aggiornamento delle informazioni dell'account.  
  
Per garantire che il tuo accesso non venga interrotto, ti invitiamo a verificare immediatamente il tuo account cliccando sul link sottostante:  
  
Verifica il tuo account ora: http://support-dazn-streaming-login.com  
  
Ti ricordiamo che il mancato completamento della verifica entro 24 ore comporterà la sospensione del servizio.  
  
Grazie per la tua collaborazione.  
  
Cordiali saluti,  
Team Assistenza DAZN

L’obiettivo di questa e-mail di phishing è quello di ottenere le credenziali degli utenti del servizio.

Come contesto ho pensato di utilizzare quello dell’ambito sportivo, in particolare lo streaming delle partite di calcio in Italia e quindi con DAZN. Ho scelto di usare proprio questo perché al giorno d’oggi si è creato un forte risentimento contro quest’azienda per via dei prezzi elevati che propone, tant’è che questa cosa spinge molte persone ad usare metodi illegali per guardare le partite. Il target di questa e-mail sarebbero soprattutto persone più anziane, perché magari o non sanno come accedere a servizi di streaming non legali (da cui mi dissocio ufficialmente) oppure non si fidano e quindi piuttosto pagano, anche se di più, perché ovviamente non possono perdersi le partite. L’attacco fa leva proprio su queste due cose: 1. Sulla necessità di guardare a tutti i costi le partite (e quindi non potersi permettere che l’account venga bloccato) 2. Sul fatto che, ho pagato DAZN proprio perché così mi sento più sicuro a non dover usare siti illegali, e quindi se mi arriva un’e-mail da parte di DAZN mi viene da fidarmi.

Ecco gli elementi di questa email che dovrebbero far scattare un campanello d’allarme per individuare un tentativo di phishing:

**1. Urgenza e minaccia implicita**

* **"Mancato completamento della verifica entro 24 ore comporterà la sospensione del servizio"**  
  I truffatori spesso creano un senso di urgenza per spingere le vittime a reagire impulsivamente senza riflettere.

**2. Link sospetto**

* **"**[**http://support-dazn-streaming-login.com**](http://support-dazn-streaming-login.com)**"**  
  Anche se sembra correlato a DAZN, non è il dominio ufficiale (che dovrebbe essere qualcosa come dazn.com). Un indirizzo modificato o aggiuntivo dovrebbe insospettire.

**3. Mancanza di personalizzazione**

* **"Gentile Utente"**  
  Le aziende legittime di solito utilizzano il tuo nome o altre informazioni personali per dimostrare l'autenticità del messaggio.

**4. Problemi generici con l'account**

* **"Abbiamo rilevato un problema con il tuo account"**  
  L'e-mail non specifica alcun dettaglio concreto sul problema. Le aziende legittime descrivono chiaramente le problematiche.

**5. Richiesta di cliccare su un link per "verificare"**

* Le aziende reali non richiedono mai di verificare un account tramite e-mail. Inoltre, i link in e-mail di phishing portano spesso a siti falsi che imitano quelli ufficiali.

**6. Aspetto professionale generico**

* Sebbene l’e-mail sembri scritta in modo formale, ci sono segnali di vaghezza:
  + Mancanza di un contatto diretto o di un supporto reale.
  + Nessun riferimento a termini di servizio ufficiali.